
Website Privacy Notice 
From time to time, just like many other companies, we collect or use personal data. In this 

privacy notice, we explain the: 

 purposes we collect and use your personal data for;  

 categories of personal data we collect for those purposes; and  

 how we collect your personal data.  

Importantly, we also tell you what your rights are in relation to the personal data we hold 

and what you can do to enforce them. 

If you like, you can scroll down and read the whole policy, but you can also jump to the 

section you are interested in by clicking on one of the headings below.  

1. INTRODUCTION  

2. CATEGORIES OF PERSONAL DATA WE COLLECT  

3. HOW WE COLLECT YOUR PERSONAL DATA  

4. HOW AND WHY WE USE YOUR PERSONAL DATA  

5. YOUR CONSENT  

6. HOW WE WILL KEEP YOUR DATA SECURE  

7. HOW LONG WE KEEP YOUR PERSONAL DATA FOR  

8. WHO HAS ACCESS TO YOUR PERSONAL DATA?  

9. DO WE TRANSFER YOUR PERSONAL DATA OUTSIDE OF EUROPE?  

10. WHAT RIGHTS DO YOU HAVE?  

11. DIRECT MARKETING  

12. COOKIES  

13. CONTACT US  

14. UPDATES TO THIS NOTICE  

If this privacy notice doesn't answer your questions, then get in touch with us using the 

contact details below. 

1. INTRODUCTION 

At Seqirus UK Limited ("we", "us", "Seqirus") we are committed to protecting your privacy. 

When you use our websites, we will collect certain information that can be used to identify 

you ("personal data"). 
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Seqirus is the "data controller" of the personal data we collect. This means that we are 

responsible for decisions about the collection and use of personal data. It also means we 

are responsible for responding to your questions and requests in relation to the personal 

data we hold about you. 

This privacy notice explains how we use the personal data we collect when you use our 

website. It also explains the rights you have in relation to your personal data. 

2. CATEGORIES OF PERSONAL DATA WE COLLECT  

We may collect the following types of personal data from you when you use our website: 

 Contact details: this is information that allows us to contact you, such as your name, 

organization name, user ID, address, telephone numbers and email addresses.  

 Payment information, purchase and account history: if you are a healthcare 

professional/ provider or a distributor of products we will collect information about your 

account and business with us. This may include information such as credit/debit card 

details, bank account details, billing addresses and customer numbers, as well as records 

relating to the products and services which you have purchased from us.  

 Personal data in reports and notifications you submit to us: if you submit information 

to us about our products and services through our website, for example, through a 

suspected adverse event reporting form, we will collect any personal data you include 

within your report.  

 Health data: if you submit healthcare data to us in relation to our products or services, we 

will collect any personal data and sensitive personal data you include.  

 Records of your discussions with us: when you contact us using the contact options on 

the website (whether by email, phone, an online form or through social media (such as 

through Twitter or on Facebook), we may keep a record of the information you provide 

when doing this.  

 How you use our website: we collect information about the pages you look at and how 

you use them.  

 Location information: your smartphone or computer's IP address may tell us your 

approximate location when you connect to our website (this will usually be no more 

precise than a country or city location).  



3. HOW WE COLLECT YOUR PERSONAL DATA 

We will collect personal data from a number of sources. These include: 

 Directly from you: for example, we will collect personal data directly from you when you 

set up an account with us, purchase products or services from us, complete forms we 

provide to you, make a report or notification about our products or services or contact us 

by phone, email, or communicate with us directly in some other way (such as through 

social media).  

 Our website: we will collect information we observe about the way you use our website.  

 Third parties: we may collect personal data about you from third parties. This typically 

includes: credit reference agencies (if we believe this is necessary to facilitate your 

purchase of products or services from us), or healthcare professional/providers (in 

relation to your use of our products).  

4. HOW AND WHY WE USE YOUR PERSONAL DATA 

We collect and use your personal data for the purposes described in the below table. 

Purpose of processing 
Categories of data typically processed for the 

purpose 

Contact and communicate with you in 

relation to our business, products and 

services 

All the personal data listed above 

If you are a healthcare professional/provider 

or distributor of our products, we will use 

your personal data to manage your account 

with us, perform credit checks where this is 

necessary, take payment for our products 

and services and arrange delivery 

Contact details  
Payment information, purchase and account 
history  

Records of your discussions with us  

If you contact us with any queries or 

complaints, we will use your personal data to 

help us respond to you 

All the personal data listed above 

In the course of investigating misuse of your 

account, fraud and debt collection 
All the personal data listed above 

To review our products and services, assess 

their safety and performance and to develop 

new products and services 

All the personal data listed above 

To perform online advertising 

Payment information, purchase and account 

history  
How you use our website  

To conduct market research 
Contact details  
 



Other personal data relevant to the market 
research being conducted  

To conduct direct marketing 

Contact details  
Purchase and account history  

How you use our website  
Any personal data you submit to us about 
products or services you are interested in  

For individuals to report Suspected Adverse 

events 

Contact details  
Health data  

(Further information about our collection and 
use of personal data for this purpose will 
usually be provided by us in a specific 
Suspected Adverse Event Privacy Notice)  

We will only use your personal data when the law allows us to. Most commonly, we will 

rely on the lawful grounds listed below when we use your personal data. 

 Consent: if you have consented to the collection and use of your personal data.  

 Contract: if we need to use your personal data to perform a contract between us. For 

example, where we enter a contract with you to provide you with our products or perform 

services.  

 Legal obligation: if we need to comply with a legal obligation. For example, where we have 

a legal obligation to report suspected adverse events to our medicinal products.  

 Vital interests: if our use of your personal data is needed to protect the vital interests of 

you or another person. For example, where there is a serious health risk to you or another 

person.  

 Public interest: if our use of your personal data is needed in the public interest.  

 Legitimate interest: if our use of your personal data is for our legitimate interests (or 

those of a third party) and your interests and fundamental rights do not override those 

interests. This includes carefully considered and specific purposes that enable us to 

enhance the services we provide, but which we believe also benefit our customers and 

ultimate consumers. It also includes the legitimate interest we have in assessing our 

products performance and safety and meeting our industry and regulatory obligations.  

Sensitive personal data (such as health data) requires us to have additional legal grounds 

to collect and use it. Most commonly, we will rely on the lawful grounds listed below when 

we use your sensitive personal data. 

 Consent: if you have given us your explicit consent to use your personal data.  



 Vital interests: if our use of your personal data is needed to protect the vital interests of 

you or another person and you are incapable of giving your consent. For example, where 

there is a serious health risk to you or another person.  

 Provision of health care: if your personal data is needed for the provision of health care 

or treatment.  

 Public interest: if your personal data is needed in the public interest, such as protecting 

against serious threats to health and ensuring high standards of our medicinal products 

and related healthcare.  

5. YOUR CONSENT 

Under certain circumstances, where the legal basis for using your personal data is that you 

have provided your consent, you may withdraw your consent at any time. If you withdraw 

your consent, this will not make processing which we undertook before you withdrew your 

consent unlawful. 

You can withdraw your consent by contacting us using the contact details listed below. 

6. HOW WE WILL KEEP YOUR DATA SECURE 

We have put in place appropriate security measures to prevent your personal data from 

being accidentally lost or used, accessed, altered or disclosed in an unauthorised way. 

In addition, we limit access to your personal data by our employees and service providers, 

to individuals who need access to perform their job or provide a service to us. They will 

only use your personal data on our instructions and are required to keep your personal 

data confidential. 

We have put in place procedures to deal with suspected data security breaches and will 

notify you and any applicable regulators of breaches in accordance with relevant legal 

requirements. 

7. HOW LONG WE KEEP YOUR PERSONAL DATA 

We will only retain your personal data for as long as necessary to fulfil the purposes we 

collected it for, including for the purposes of satisfying any legal or reporting requirements. 

To determine the appropriate retention period for personal data, we consider the amount, 

nature, and sensitivity of the personal data, the potential risk of harm from unauthorised 

use or disclosure of your personal data, the purposes for which we process your personal 



data, whether we can achieve those purposes through other means and the applicable legal 

requirements. 

In some circumstances we may anonymise your personal data so that it can no longer be 

associated with you, in which case we may use such information without further notice to 

you.  

8. WHO HAS ACCESS TO YOUR PERSONAL DATA? 

We may share personal information with the following: 

 Our staff - your personal data will be accessed by our staff but only where this is needed for 

their job role.  

 Companies in the same group of companies as us - for the purpose of providing a service to 

you.  

 Delivery companies - to deliver products that you have ordered from us.  

 Credit reference agencies - so that we can verify your identity, and to provide information 

on missed or late payments or other activity which may affect your credit score.  

 Other service providers and advisors - such as companies that support our IT, help us 

analyse the data we hold, process payments, send communications to our customers, 

provide us with legal or financial advice and help us deliver our services to you.  

 The government or our regulators - where we are required to do so by law or to assist with 

their investigations or initiatives, including relevant data protection and healthcare 

regulators. Such parties use the personal data for their own purpose and their own privacy 

notice will apply to the use of the personal data they hold.  

We do not disclose personal information except as set out above or where we have a legal 

obligation to do so, or we need to share information to assist with the investigation and 

prevention of crime. We may provide other third parties with statistical information and 

analytics but we will make sure that the information is aggregated and no one can be 

identified from this information before we disclose it. 

10. WHAT RIGHTS DO YOU HAVE? 

Under certain circumstances you have the right to: 

 Request access to your personal data (commonly known as a "data subject access 

request"). This enables you to receive a copy of the personal data we hold about you and to 

check that we are lawfully processing it.  



 Request correction of the personal data that we hold about you. This enables you to have 

any incomplete or inaccurate personal data we hold about you corrected.  

 Request erasure of your personal data. This enables you to ask us to delete or remove 

personal data where there is no good reason for us continuing to process it. You also have 

the right to ask us to delete or remove your personal data where you have exercised your 

right to object to processing (see below).  

 Object to processing of your personal data where we are relying on a legitimate interest 

(or those of a third party) and there is something about your particular situation which 

makes you want to object to processing on this ground. You can also object to receiving 

direct marketing.  

 Request the restriction of processing of your personal data. This enables you to ask us to 

suspend the processing of personal data about you under certain circumstances, for 

example if you want us to restrict processing while the accuracy of the personal data is 

being established.  

 Request that we transfer personal data that you have provided to us to you or another 

party.  

 Request not to be subjected to automated decision-making. We will only use 

automated decision making and profiling for our online operations in limited 

circumstances.  

You can contact us using the contact details at the end of this notice. We will always aim to 

help you when you wish to exercise your rights but in some instances we may have lawful 

grounds to reject your request. 

We will investigate any request you make immediately and will respond to you within a 

month of your request. That period may be extended by us for a further two months where 

this is needed to help us respond properly (for example if the request is complicated for us 

to deal with and we need more time) but we will let you know the reasons for the delay.  

If we decide to not take action on the request, we will inform you of the reasons for not 

taking action. If you do not agree with a decision we make in relation to a rights request or 

believe that we are in breach of data protection laws in Europe, then you can lodge a 

complaint with a data protection regulator in Europe.  



11. DIRECT MARKETING 

If you are a healthcare professional or provider and, depending on the marketing 

preferences that you indicate to us at the time we collect your personal data, we may 

contact you via post, telephone or electronic methods with information about our products 

and services. You can opt-out by the options provided to you within our communications or 

by contacting us using the contact details at the end of this notice. 

12. COOKIES 

When you use our website we may collect information about your use of the website 

through cookies. 

A cookie is a small text file, which contains small amounts of information that passes to the 

device you are viewing the website on, through your web browser, so that the website can 

recognise and remember your device. 

We may use cookies and other similar technologies, such as web beacons and web storage 

to collect information about your website activity, your browser and device. This data helps 

us to build a profile of users of our website. Some of this data will be aggregated or 

statistical, which means that we will not be able to identify you individually. If you are 

logged into an account on our website some information may be associated with that 

account. 

If you prefer, you can reject browser cookies through our Cookie Policy. 

13. CONTACT US 

If you have any questions about how we process your personal data or want to exercise one 

of your rights, you can contact us or our Data Protection Officer using the details below: 

privacy@cslbehring.com 

Or, via the CSL rights portal: https://privacyinfo.csl.com/ 

14. UPDATES TO THIS NOTICE 

We may update this notice from time to time to reflect changes in the way we process 

personal data (e.g., if we implement new systems or processes that involve new uses of 

personal data) or to clarify information we have provided in the notice. Our changes will be 

in accordance with applicable data protection laws. 
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We recommend that you check for updates to this notice from time to time but we will 

notify you directly about changes to this notice or the way we use your personal data when 

we are legally required to do so. 

  

 Last Updated: May 2021 
 


